**What is Cybersecurity? What makes it so important?**

Cybersecurity is a range of technologies, processes, and practices which protect data, devices, networks, and applications from anything sinister, ranging from unauthorised access to purposefully being damaged from a cyberattack. According to DNSstuff[20], the most common types of cyberattacks include: **SQL** **Injections**, which utilises malicious SQL code to access confidential information such as sensitive company or customer data[1]; **Phishing Attacks**, which is when the attacker poses as a trusted individual or company and tricks the victim through email, or text, into opening a malicious link, which will most likely lead to a malware being installed on the victims system[2]; and **Malware,** that refers to malicious software that can damage or freeze devices, steal sensitive data, and cause general chaos.[3]

It doesn’t matter who you are or how safe you are, no one is invulnerable from a cyberattack. In todays day and age, cybersecurity is one of, if not the most, necessary types of defence. In our modern society, access to technology is essential. Almost everybody uses some kind of computer and phone. On most of these devices, people keep all their personal information, like stored passwords, bank accounts, social media accounts, and private photos. Anyone can learn how to access and steal this information, with enough time and patience. Scamming someone and stealing their data, is as easy as sending an email, or borrowing their phone to “make a call”.

There are various ways to be protected, the main, of course, is downloading an antivirus/antimalware program, which can help to protect devices from malicious programs and individuals. This may seem like enough protection for some people. However, others use VPNs (Virtual Private Network) to route their internet connection through a providers private server, creating a “tunnel” which encrypts your data.

Over the many years that we have had computers, our safety has had to evolve with it. Back in the old days, before internet banking, social media, online gaming, etc., people did not have much to worry about. However, there were still malicious programs and people out on the World Wide Web, but there was less of a worry of people getting their information stolen from the internet. The first known computer virus was a worm named *Creeper* which would display a message saying “I’m the creeper: catch me If you can!” created by Bob Thomas in 1971. It was put onto ARPANET (a network which was the foundation of the internet we know today[6]) to spread to different computers and self-duplicate, as Creeper duplicated itself, it would erase older versions of itself[5]. In retaliation to this, Thomas’s friend wrote another program to delete any instance of Creeper appropriately named: *Reaper*. Thus making Reaper the first antivirus software.

Later, in 1989, the “Morris Worm” started to spread, which was the first DoS (denial of service) attack to spread around the internet, which affected around 6,000 computers. According to the creator of the Morris Worm; Robert Morris. It was designed to determine just how big the internet was, although what the worm would do was infect the same computer over and over thus slowing it down to the point of crashing. To rid the world of the Morris Worm, regional networks had to be disconnected for several days, shutting down the entire internet. From this, teams were created to tackle these kinds of issues; these teams were called Computer Emergency Response Teams, or CERTs for short.[4]

Then came the 90s, all new exciting technology! Easily accessible by the public, Tamagotchi’s for the kids! Phones which were inside of cars! Super HD realistic amazing graphics in video games! And the most exciting, VIRUSES! Anyone could upload anything, so why not upload viruses? They started primarily as pranks pulled by internet trolls, but later expanded into more complex infections, like trojans, spyware and malware. Unfortunately, CERTs couldn’t do a lot, yes they would fight the viruses, but they were just a response team. They could react and deal with the emergency when it came to be but could not prevent the outbreak from occurring. Because of this, antivirus software entered the field, which would fight the viruses, and save peoples data.[4]

Coming to now, we have cyber-attacks have drastically evolved. Cybercriminals are coming up with more malicious, creative, and challenging ways to obtain peoples data and ruin people’s lives. This comes to the question, what is the new state of the art technology regarding cybersecurity? Antimalware companies such as Symantec are using Artificial Intelligence and Machine Learning to “… analyse all of the data running into or out of an organisation to determine where the vulnerabilities of those systems lie.” [7] AI and Machine Learning can analyse data collected from millions of different incidents and utilise this knowledge to identify potential threats. Network-monitoring tools can also be used (which utilise AI) to gather the daily behaviour of users, and analyse the information collected to smoke out anything malicious, whether it be a program downloaded on the computer or a link someone clicked on in an email. Thus, making it harder for hostile threats to harm devices.[7]

However, this does not mean people cannot steal your information or data; it just makes it harder for harmful programs to access your data. Unfortunately, people can still steal your details from social media sites such as Facebook, or Instagram, and they can take information from your mailbox or mail which was thrown in the rubbish. They can download photos, take your name, and pretty much steal your identity. With the correct safety measures, this can be prevented, by privatising your profiles, limiting the amount of information uploaded onto these sites, putting a lock on your mailbox, and disposing of mail thoroughly.

According to Microsofts *CYBERSPACE 2025: Today’s Decisions, Tomorrow’s Terrain* there are three future scenarios as to what is going to happen. The first being **Plateau** which predicts that some countries can advance economically and socioeconomically with the use of technology, while others are left behind, causing a very uneven terrain for cybersecurity. The second **Peak,** which is when governments collaborate to promote strong open trades. In this scenario, businesses, governments and other organisations encourage the widespread use of technology, resulting in the accelerated growth of improved cybersecurity. The third scenario is **Canyon**, which has a limited use of ICT, causing none-to-slow growth of cybersecurity, due to the isolation, and obstructionist government policies, restricting trade amongst others and lessening economic and socioeconomic relationships with other countries. [8]

The most likely scenario out of these three is **Plateau.** Primarily because, some countries have been struggling to advance technologically, and this will continue for at least another decade. However, the world will be trying to push towards the **Peak** scenario; I do not think that the **Peak** outcome will occur for a while.

This would create more jobs in the cybersecurity sector, and in IT in general. With the significant demand for cybersecurity professionals at the moment, it means that if by 2025, the **Plateau** scenario or the **Peak** scenario occurs, there will be a more significant demand for cybersecurity professionals.

**How will this affect you?**

Every day I use my computer, smartphone, smartwatch, car head-unit, and online banking. All of my information like my name, phone number, address, etc., is accessible on all of these, with the correct safety measures such as; restricting what I upload, keeping my data as private as I can, and using antimalware programs, I have been keeping myself self and my family safe.
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